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# Applying WS-Security to Your Test

In this guide you will learn how to add WS-Security (WSS) to you tests in SoapUI using Keystores and trustores (cryptos).

**For enhanced security scanning capabilities, including the OWASP top 10 security vulnerabilities, and to ensure your APIs handle SQL injection attacks, try SoapUI Pro for free.**

## Prerequisites

Please observe that this document will no explain WS-Security and its related standards themselves.

* For information about WS-Security see:  
  <https://www.oasis-open.org/committees/tc_home.php?wg_abbrev=wss>
* For information about how to create a keystore or trustore see the documentation for the keytool command in java:  
  <http://docs.oracle.com/javase/7/docs/technotes/tools/windows/keytool.html>
* For more information about SAML see:  
  <https://www.oasis-open.org/committees/tc_home.php?wg_abbrev=security>

## Introduction